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1 Introduction

A MINI-LINK TN Network Element (NE) has an embedded Web server hosting
an Embedded Element Manager (EEM) application. Local management is
performed using a Local Craft Terminal (LCT), that is a locally connected PC,
accessing the EEM from a Web browser. The EEM can also be accessed
remotely over the DCN or launched from MINI-LINK Manager.

This operating instruction mainly describes how to use an LCT to set up,
configure and maintain MINI-LINK TN equipment. However, the information is
valid for other ways of accessing the EEM, unless otherwise stated.

MINI-LINK Service Manager (MSM) is conveniently launched from the EEM
for management of Radio Terminals with MMU2.

==,

7492

Figure 1 Local management using the LCT
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1.1 Target Group

This operating instruction is written for field technicians and supervisors
who work with installation, configuration and maintenance of MINI-LINK TN
equipment on site.

It is assumed that the user:

* Has basic understanding of MINI-LINK network design, operation and
terminology.

* Is familiar with his or her own MINI-LINK network configuration.
* Has basic understanding of networking technologies.
» Is familiar with window-based computer systems and interfaces.

* Has the proper education, training and competence required to perform
the tasks in this document correctly.

1.2 Revision Information

This release of the operating instruction applies to MINI-LINK TN 2.2,

The information is updated due to the following:
*  Support for MMU2 B/C
* Improvements and minor changes of the EEM GUI.

1.3 Related Documents

Table 1 on page 2 contains documents related to installation and operation of
MINI-LINK TN equipment. References are made in /talics using the document
name only.

Table 1 Related documents

MSM 6.4 User Guide EN/LZT 712 0193

MSM 6.4 Installation Guide EN/LZT 712 0069
MINI-LINK TN ETSI Indoor Installation Manual EN/LZT 712 0122
MINI-LINK TN, MINI-LINK HC, MINI-LINK E EN/LZT 712 0015
Outdoor Installation Manual

ATU Installation Instruction EN/LZT 712 0224
MINI-LINK TN, MINI-LINK HC, MINI-LINK E ETSI EN/LZT 712 0191
Product Catalog

MINI-LINK TN ETSI Technical Description EN/LZT 712 0211
MINI-LINK DCN Guideline 1/15443-FGB 101 004/1

2 1/1543-CSH 109 32/1 Uen C 2005-10-07
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Conventions

This section states the typographic and safety conventions used in this
operating instruction.

Typographic Conventions

The following typographic conventions are used:

* Elements in the user interface — such as window names, dialog box titles
and options and menu commands — are formatted like this: AaBbCc123

* Resource identifiers — such as file paths, database names and Uniform
Resource Locators (URLs) — are formatted like this: AaBbCc123

+ Keywords, functions and anything else that the system provides are
formatted like this: AaBbCc123.

* Variables and other placeholders that the system provides are formatted
like this: <aaBbCc123>.

* Keywords, functions and anything else that have to be entered exactly as
shown are formatted like this: AaBbCc123.

* Variables and other placeholders you have to provide are formatted like
this: <aaBbCc123>.

Safety Conventions

At some places the user must be careful to do as described to avoid disturbing

ongoing traffic, initiate ESD or cause a loss of data. To highlight such sensitive
parts the following safety conventions are used.

Caution

Caution!

Caution means that disturbances may occur if the warning is neglected. This
type of disturbance may cause damage to tangible property or cause traffic
interruptions when doing software work.

Notes

Note: Notes are used to call to the attention of the reader key points that
might otherwise be overlooked.
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1.5

Electrostatic Discharge

A
dtad

Figure 2 ESD symbol

The Electrostatic Discharge (ESD) symbol indicates when external ESD
protection must be used to avoid possible damage to the equipment.

Copyright for Third Party Software Products

» BullletProof FTP Server. © 1998-2003 Gene6 SARL. Used under license
by Digital Candle, Inc.

+ Envoy (SNMP). © Wind River Systems.
« MontaVista Linux. © MontaVista Software, Inc.
e« ZebOS for Linux. © IP Infusion Inc.

* Adobe and Acrobat Reader are registered trademarks of Adobe Systems
Incorporated in the United States and/or other countries.

* USBLAN software. © Belcarra Technologies Corp.

e« USB driver. © Arabella Software Ltd.

1/1543-CSH 109 32/1 Uen C 2005-10-07
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1.6 Technical Support
If you have a technical question or have encountered a problem working with
MINI-LINK TN equipment, please contact your local Ericsson representative.
When contacting your local Ericsson representative, please provide the
following information for the fastest possible service:
*  Product serial number.
* Your name, company hame and phone number.
*  Product name and version number.
* Type and version of operating system, including service packs.
* Type and version of Web browser.

»  Complete description of the problem, including steps to reproduce it.

» Exact wording of any messages displayed when you encountered the
problem.

» Steps taken to resolve the problem.

» All previous correspondence with Ericsson.

1/1543-CSH 109 32/1 Uen C 2005-10-07 5
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2 System Overview

MINI-LINK TN provides a platform for flexible, scalable and cost-effective
wireless transmission. The system offers integrated traffic routing, PDH and
SDH multiplexing, Ethernet transport as well as protection mechanisms on link
and network level. The software configurable traffic routing minimizes the use of
cables, improves network quality and facilitates control from a remote location.

The modular system enables new interface units to be added while in operation.
This hot insertion of new plug-in units and automatic software upgrade ensure
that traffic is operational during replacement and functional upgrade.
Configurations range from small end sites with one single Radio Terminal

to large hub sites where all the traffic from a number of southbound links is
aggregated into one link, microwave or optical, in the northbound direction.

A Network Element (NE) comprises two parts:

* Indoor part of two types:

- Access Module Magazine (AMM) with plug-in units, see Section 2.1
on page 8.

- Access Termination Unit (ATU), see Section 2.2 on page 14.

»  Outdoor part, see Section 2.3 on page 15.

Indoor part with AMM
f
l=m s 2
@., I D@'f;“' 8|

28 ¢ o

Indoor part with ATU

Figure 3  Indoor and outdoor parts

1/1543-CSH 109 32/1 Uen C 2005-10-07 7



MINI-LINK TN ETSI

2.1

211

21141

Indoor Part with AMM

The summary below introduces the standard types of indoor units, available in
different versions further described in this section.

Access Module Houses the plug-in units and provides backplane
Magazine (AMM) interconnection of traffic, power and control signals.
Node Processor Handles the system’s control functions. It also provides
Unit (NPU) traffic and management interfaces.

Line Termination A plug-in unit that provides PDH or SDH traffic
Unit (LTU) interfaces.

Modem Unit (MMU) The indoor part of a Radio Terminal. This plug-in unit
determines the traffic capacity of the Radio Terminal.

Switch Multiplexer  Provides protection for the Radio Terminals.
Unit (SMU) Alternatively it can be configured to interface
MINI-LINK E equipment on the same site.

Power Filter Unit Filters the external power and distributes the internal
(PFU) power to the plug-in units via the backplane.
Fan Unit (FAU) Provides cooling for the indoor part.

The interconnection between the outdoor part (Radio Units and antennas) and
the indoor part is one coaxial cable per MMU carrying full duplex traffic, DC
supply voltage, as well as operation and maintenance data.

AMM

The AMM houses the plug-in units and provides backplane interconnection
of traffic, power and control signals. One plug-in unit occupies one slot in
the AMM. The AMM fits into standard 19" or metric racks and cabinets. It is
available in three sizes described below.

AMM 2p
The AMM 2p is suitable for end site and repeater site applications. It has two

full-height slots and two half-height slots and it houses one NPU2, one or two
MMUs, and the optional LTU 12x2 and FAUA4.

1/1543-CSH 109 32/1 Uen C 2005-10-07
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LTU 12x2 MMU2 s
Figure 4 AMM 2p

AMM 6p

The AMM 6p is suitable for medium-sized hub sites. It has six full-height slots
and two half-height slots and it houses one NPU1 B or NPU 8x2, one PFU2 and
one FAU2. The remaining slots are equipped with MMUs, SMUs and LTUs.

PFU2 NPU1 B LTU 16x2

FAU2 LTU 155e MMU2
Figure 5 AMM 6p

7947

AMM 6p B

The AMM 6p B is the successor of AMM 6p, providing power redundancy. It
has six full-height slots and two half-height slots and it houses one NPU1 B
or NPU 8x2, one or two PFU3 (in one half-height slot) and one FAU2. The
remaining slots are equipped with MMUs, SMUs and LTUs.

1/1543-CSH 109 32/1 Uen C 2005-10-07 9
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NPU1 B LTU 16x2

FAU2
Figure 6 AMM 6p B

7774

2114 AMM 20p

The AMM 20p is suitable for large-sized hub sites, for example at the
intersection between the optical network and the microwave network. It has
20 full-height slots and two half-height slots and it houses one NPU1 B or
NPU 8x2, and one or two PFU1. The remaining slots are equipped with MMUs,
SMUs and LTUs.

A cable shelf is fitted directly underneath the AMM to enable neat handling of
cables connected to the fronts of the plug-in units. An FAU1 is fitted on top
of the AMM unless forced air-cooling is provided. An air guide plate is fitted
right above the FAU1.

10 1/1543-CSH 109 32/1 Uen C 2005-10-07
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Air Guide Plate

U
i
T

>
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ﬁ | [ﬁ
=l ..

PFU1 °
@
MMU2 L
S
e
i
o

Cable Shelf

SMuU2 LTU155e/lo NPU1B

7775

Figure 7 AMM 20p

NPU

The NPU holds the system’s control functions. One NPU is always required in
the AMM. The NPU also provides E1, DCN and management interfaces.

NPU2

The unit fits in an AMM 2p. The external power supply is connected directly

to the NPU2. It provides 4xE1 for traffic connection, USB interface for LCT
connection and a 10/100BASE-T Ethernet interface. The Ethernet interface can
be configured to detect the type of cable used and is intended for the optional
features Ethernet Site LAN or Ethernet Traffic.

NPU 8x2

The unit fits in an AMM 6p (B) and AMM 20p. It provides 8xE1 for traffic
connection, 10BASE-T Ethernet interface for LCT connection, three User Input
and three User Output ports.

1/1543-CSH 109 32/1 Uen C 2005-10-07 11
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21.23

213

2.1.31

2.1.3.2

2133

2134

21.4

2.1.5

12

NPU1 B

NPU1 B is the successor of NPU 8x2. It provides 8xE1 for traffic connection,
USB interface for LCT connection, three User Input, three User Output ports
and a 10/100BASE-T Ethernet interface. The Ethernet interface can be
configured to detect the type of cable used and is intended for the optional
feature Ethernet Site LAN.

LTU

The LTUs are used to connect traffic from external PDH or SDH equipment.

LTU 12x2

The unit fits in an AMM 2p. For sites where the four E1 interfaces on the NPU2
are insufficient, the LTU 12x2 provides 12 additional E1 interfaces.

LTU 16x2
The unit fits in an AMM 6p (B) and AMM 20p. For sites where the eight E1

interfaces on the NPU are insufficient, the LTU 16x2 provides 16 additional
E1 interfaces.

LTU 155e

The unit fits in an AMM 6p (B) and AMM 20p. It provides one electrical STM-1
interface.

LTU 155e/o0

The unit fits in an AMM 6p (B) and AMM 20p. It provides one optical or one
electrical STM-1 interface.

MMU2

The MMU2 is the indoor part of a Radio Terminal determining the traffic
capacity (4 to 34 Mbit/s). It is denoted MMU2 4-34 or similar, where in this case
4-34 implies a software configurable traffic capacity of 4 to 34 Mbit/s.

A protected (1+1) Radio Terminal requires two MMU2 units and one SMU2.

Local management is mainly done using MSM, which is launched from the LCT.

SMU2
The SMUZ2 provides either 1+1 radio protection or co-siting features for

MINI-LINK E equipment, depending on how the unit is configured. It has one
O&M connector, one DIG SC connector (2x64 kbit/s) for IP DCN connection,

1/1543-CSH 109 32/1 Uen C 2005-10-07
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2.1.6.1

2.1.6.2

2.1.6.3

21.7

21.71

2.1.7.2

21.7.3
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and also one E1 and one E2/E3 connector for co-siting with MINI-LINK E
equipment.

PFU

The PFU is connected to the external power supply, which is filtered and
distributed to the plug-in units via the backplane.

PFU1

The unit fits in AMM 20p. Two PFU1 units connected to separate power supply
sources provide power redundancy.

PFU2
The unit fits in AMM 6p.

PFU3

The unit fits in AMM 6p B. Two PFU3 units connected to separate power supply
sources provide power redundancy.

FAU

The FAU provides cooling for the AMM and plug-in units.
FAU1

The unit is fitted directly above the AMM 20p.

FAU2

The unit is fitted in the AMM 6p (B).

FAU4

The unit is fitted in the AMM 2p.

1/1543-CSH 109 32/1 Uen C 2005-10-07 13
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2.2

14

Indoor Part with ATU

The Access Termination Unit (ATU) implements the indoor part of an NE
dedicated as an edge node for microwave transmission in mobile networks. It
can also be used in Ethernet bridge applications.

The ATU comprises one self-contained unit for installation in 19” or metric racks
and cabinets. It can also be mounted on a wall.

7494

Figure 8 Example of an ATU

The ATU provides unprotected (1+0) microwave transmission within the 7 to
38 GHz frequency bands using C-QPSK modulation, when connected to an
RAU with antenna. The interconnection between the ATU and the outdoor
part is one coaxial cable carrying full duplex traffic, DC supply voltage, as well
as management data.

The available traffic capacity from 2x2 to 17x2 Mbit/s can be shared between
PDH traffic with a maximum of 8xE1 and Ethernet traffic over a maximum of
16xE1.

This document covers two ATU variants:

ATU This unit has eight E1 interfaces enabled by default
while the 10/100BASE-T interface for traffic can be
enabled as an optional feature.

ATU B This unit has one 10/100BASE-T Ethernet interface for
traffic enabled by default while eight E1 interfaces can
be enabled as an optional feature.

The designation ATU (B) is used when referring to ATU and ATU B at the
same time.

There is also a third variant, ATU C, which has 4 E1 interfaces. This unit is
managed locally only from MSM and is not further described in this document.
For more information on MSM, see MSM User Guide.

ATU (B) has one 10BASE-T interface for site LAN, one USB interface for LCT
connection, one power supply connector, one radio cable connector and one
connector used for the Local Upgrade application.

ATU (B) is presented in the EEM as one physical unit with two internal logical
units:

1/1543-CSH 109 32/1 Uen C 2005-10-07



2.3

MINI-LINK TN ETSI

ATU NPU Implements the system control and DCN functions,
Ethernet and E1 traffic interfaces, as well as power
handling.

ATU MMU2 Implements the indoor part of an unprotected (1+0)

Radio Terminal.

The logical units are managed in the same way as similar plug-in units, NPU
and MMU2, unless otherwise stated.

Outdoor Part

The outdoor part is supplied for various frequency bands. It consists of an
antenna, a Radio Unit (RAU) and associated installation hardware. For
protected (1+1) systems, two RAUs and one or two antennas are used. When
using one antenna, the two RAUs are connected to the antenna using a
power splitter. The RAU and the antenna are easily installed on a wide range
of support structures. The RAU is fitted directly to the antenna as standard,
integrated installation. The RAU and the antenna can also be fitted separately
and connected by a flexible waveguide. In all cases, the antenna is easily
aligned and the RAU can be disconnected and replaced without affecting the
antenna alignment.

1+0 terminal 1+0 terminal 1+1 terminal
integrated installation separate installation integrated power splitter
0.2 m compact antenna 0.6 m compact antenna 0.3 m compact antenna

7463

Figure 9 RAUs and antennas in different installation alternatives

The antennas range from 0.2 m up to 3.7 in diameter Antennas up to 1.8 m in
diameter can be fitted integrated with the RAU and all antennas can be installed
separately, if required.
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Management

Below follows a summary of the tools used to manage a MINI-LINK TN network.

EEM

The element management function is implemented as an Embedded Element
Manager (EEM) application, accessed using a standard web browser. For local
management a Local Craft Terminal (LCT) is used, that is the EEM is accessed
locally by connecting a PC to the NPU or ATU (B), with a crossed Ethernet
cable (NPU 8x2) or a USB cable (NPU2/NPU1 B and ATU (B)). The EEM can
also be accessed over the site LAN or remotely over the DCN.

Local management of Radio Terminals based on MMUZ2 is mainly done with

MSM, which is launched from the EEM. Terminals based on MMU2 B or MMU2
C are handled by the EEM itself.

CLI
A Command Line Interface (CLI) is provided for advanced IP router
configuration and troubleshooting. It is similar to Cisco’s industry standard

router configuration and is accessed from a Command Prompt window using
telnet.

MINI-LINK Manager

Remote management is typically done using MINI-LINK Manager, the network
management tool for all MINI-LINK products. The EEM is launched from
MINI-LINK Manager for access of a single NE.

Each NE provides an SNMP agent enabling easy integration with any other
SNMP based management system.

MINI-LINK Connexion

This application provides a way to provision end-to-end E1 connections in a
MINI-LINK TN network.
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3 Getting Started

This section covers the following:

+ System Requirements, see Section 3.1 on page 17.
* Installing Software, see Section 3.2 on page 18.

» Starting the LCT, see Section 3.3 on page 22.

» Uninstalling Software, see Section 3.4 on page 34.

3.1 System Requirements
Make sure that your PC fulfils the following requirements:
*  Pentium Il 750 MHz processor

*  One of the following operating systems:
—  Microsoft Windows 2000 Service Pack 2
- Microsoft Windows XP Professional

« 256 MB RAM

100 MB of free disk space

* 1024x768 monitor resolution

+ CD-ROM drive

+ Keyboard and mouse (or other pointing device)
*  One serial port

* A network card with a 10BASE-T port

+ A USB 1.1 compatible port

*  Microsoft Internet Explorer 6.0
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3.2 Installing Software

The following LCT related software can be installed on the PC:

»  BulletProof FTP Server (2.15 or later), for downloading and uploading load
modules and configuration files, see Section 3.2.1 on page 18.

+  MSM (6.4 or later), to manage Radio Terminals with MMU2 or ATU (B), see
Section 3.2.2 on page 21.

Note: MSM is not needed for Radio terminals with MMU2 B/C.

» USB driver, for LCT connection to an NPU2/NPU1 B or ATU (B), see
Section 3.2.3 on page 21.

* Load modules, for software upgrade, see Section 3.2.4 on page 22.

3.21 Installing and Configuring BulletProof FTP Server

BulletProof FTP server (2.15 or later) is used for uploading and downloading
load modules and configuration files. A user account for MINI-LINK TN on the
FTP server and a correct directory structure must be created.

3.211 Installing BulletProof FTP Server

To install BulletProof FTP Server with default settings:

1. Start the BulletProof FTP Server installation program from the MINI-LINK
Service Software CD (LZY 214 2358/1).

2. Inthe Licence Agreement dialog box, click Next to accept the licence
agreement.

3. Inthe Installation Options dialog box, click Next to accept the installation
type Standard.

4. In the Installation directory dialog box, click Next to accept the default
location of the FTP server files.

5. Inthe Completed dialog box, click Close to exit the installation program.

3.21.2 Directory Structure of the FTP Server

When using the FTP server certain directories must be present as shown in
Figure 10 on page 19.
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EI_I tn_ftp_home
""" 1 tn_backup_configuration
----- 1 tn_erraor_log
=1 tn_syskem_release
21 cxpantonzi_1_Raa
-1 ml_tn_software
(1] Cxcr102004_1
(11 cxpaniooes_t
{1 cxpanios17 L
(00 cxpaniosts_t
2] CxPo01SEY_1

Figure 10 The FTP server directory structure

Note: A correct directory structure is a prerequisite for software upgrade and
load of files.

The root directory (tn_ftp home) and the directories directly below

(tn _backup configuration, tn error logand tn system release)
are created by the FTP Server installation program on the MINI-LINK Service
Software CD.

tn backup configuration is used to store configuration files uploaded
from an NE as backup and configuration files to be downloaded to an NE. A
configuration file is named <hostname>.cfg where <hostnames is typically the
name or |IP address of an NE.

tn error logis used to store error log files loaded from the NE, for example
<hostname>_active.elog.

Note: Since tn backup configuration and tn error log are likely
to hold files belonging to several NEs it is important to use file names
that can be easily identified. To avoid overwriting existing files the
extension .o1d should be added, for example <hostnames.cfg.old,
before loading a new file to the FTP server.

tn system release is used for load modules and the directories below is
created when installing a load module, see Section 3.2.4 on page 22.

MINI-LINK TN 2.1 introduces a new software upgrade concept which puts new
requirements on the directory structure. In MINI-LINK TN 2.0 all load modules
are contained in one Software System Release (SSR) file. The content is
described in an System Release Description File (SRDF).

In MINI-LINK TN 2.1, each load module resides in a separate directory. The
load modules included in a Software Baseline (SBL) is described in a Software
Baseline Description File (SBDF).

To facilitate software upgrade and NPU repair in a network with both “post-2.1”
and “pre-2.1” products, the software must be stored in both the old (2.0) and
new (2.1 and later) file structure.

Example 1 on page 20 and Example 2 on page 20 show lists of available files
under tn_system release.
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.\tn_system release\CXP9010021 1 R3A\

srdf.tn

CXPS01584 1 R3A
CXP9S010618 1 R1A
CXP9010617_1 R3A
CXCR102004_ 1 R3A

Example 1 Old (2.0) directory structure

.\tn_system release\ml tn software\
CXP9010021 1\CXP9010021 1 R3A
CXP901584 1\CXP901584 1 R3A
CXP9010618 1\CXP9010618 1 R1A
CXP9010617 1\CXP9010617 1 R3A
CXCR102004 1\CXCR102004 1 R3A

(SRDF 2.0)
(NPU 8x2)
(NPU1 B)
(NPU2)
(LTU 155)

(SBDF 2.1 and later)
(NPU 8x2)

(NPU1 B)

(NPU2)

(LTU 155)

Example 2 New (2.1 and later) directory structure

Configuring BulletProof FTP Server

To configure the FTP Server:

Creating a User

1. On the Start menu, point to Programs—BulletProof FTP Server and

then click BPFTP Server.

2. On the Setup menu, click User Accounts.

3. The Setup User Accounts dialog box appears.

B Setup User Accounts

— Uszer Accounts

; Setup 0 Setup I
a izcellaneous _ :
@ Links & Messages &ccess Rights
@ Fiatio, Quata, Bps Directories Alttributes I Files
IP & Banned Files [~ FRead
Motes I white
e Status [~ Delete
I~ &ppend
Directories
I~ Make
[~ List
I~ Delete
I +Subdirs
™| Wse grovm heme diesten ™ Al/None
— Selup
™ Login I
[~ Pasaword I El
HomelP [-=AlIP Homes =- =]
[ Group name I j
Ok | LCancel |

Figure 11 The Setup User Accounts window
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4. Right-click in the User Accounts list and then click Add on the shortcut

menu.

5. In the Enter Account Name dialog box, type anonymous and click OK.

This is the default user name.

6. Inthe Setup User Accounts dialog box, type anonymous in the Password

box. This is the default password.

Specifying the FTP Server Root Directory

7. Right-click in the Directories list and then click Add on the shortcut menu.

8. Inthe Select Directory dialog box, browse to the <drive:>\tn ftp home
directory and click Select. The NE uses this directory and its sub-directories

for uploading and downloading configuration files and load modules.
9. In the Directories list, select the <drive:>\tn ftp home directory.
10. Under Files, select the Read, Write and Append check boxes.
11. Under Directories, select the Make, List and +Subdirs check boxes.
12. Click OK. The FTP server is now configured to be used by the NE.
Configuring the FTP Server to be Activated on Startup
13. On the Setup menu, point to Main and then click General.

14. In the FTP Server Setup dialog box, select the Activate Ftp server on
startup check box and then click OK.

Starting the FTP Server
15. On the Server menu, click Go On-line to start the FTP server.

Installing MINI-LINK Service Manager (MSM)

MSM (6.4 or later) is required to manage Radio Terminals with MMU2 or
ATU (B). Install MSM according to the MSM Installation Guide.

Note: MSM is not needed for Radio terminals with MMUZ2 B/C.
Installing USB Driver

A USB driver must be installed on the PC to be able to connect to

the NPU2/NPU1 B or ATU (B). The MINI-LINK Service Software CD
(LZY 214 2358/1) provides an installation program for Belcarra Windows
USBLAN Software, hereafter referred to as USBLAN.

To install USBLAN:

Note: Make sure the USB cable is disconnected from the PC.

1/1543-CSH 109 32/1 Uen C 2005-10-07

21



MINI-LINK TN ETSI

3.24

3.3

3.3.1

22

1. Locate and click the link on the CD that starts the installation program.

2. Inthe Ericsson Installer ... License Agreement” dialog box, click | Agree
to accept the license agreement.

3. Inthe Ericsson Installer ... Installation Folder dialog box, click Install to
accept the default location (C: \Program Files\Ericsson\USBLAN)).

4. The first time the USB cable is connected between the PC and the NPU
or ATU (B), the Found New Hardware dialog box will appear. Complete
the procedure on the screen in order to start USBLAN automatically each
time the cable is connected.

More information on installation of USBLAN is found in the readme. txt file
available on the CD. After installation, the file will be located in C:\Program
Files\Ericsson\USBLAN\.

Installing Load Modules

This section describes how to install new load modules for software upgrade.
The load module file is named <product number> <R-state>.tar.z and
must be unpacked according to the instruction below.

To install a load module on the PC:
1. Extract the file to the <drive:>\tn ftp home directory.

Note: Make sure the internal directory structure is preserved as described
in Figure 10 on page 19. For example when using WinZip, the Use
folder names check box must be selected in the Extract dialog
box.

Starting the LCT

This section describes how to connect the PC to the equipment and access the
EEM. It also contains supplementary information regarding PC and browser
settings.

+ Section 3.3.1 on page 22 describes how to start the LCT when working
with an NPU2/NPU1 B.

+ Section 3.3.2 on page 26 describes how to start the LCT when working
with an NPU 8x2.

+ Section 3.3.3 on page 30 describes how to start the LCT when working
with an ATU (B).

Starting the LCT for NPU2/NPU1 B

This section describes how to start the LCT when working with an NPU2 or
NPU1 B.
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Locally, the NE is accessed using a USB connection and a default IP address
(10.0.0.1). The PC (and the FTP server on the PC) obtains a dynamic IP
address (10.0.0.2) from a DHCP server in the NE. This means that the PC
should be configured to use dynamic IP addressing.

Remotely, the NE is accessed using the IP address to be used during normal
operation. It is typically found in the site documentation or on the information
plate of the NE. The PC uses a static or dynamic IP address, depending on
whether a DHCP server is used or not, and must be configured accordingly. It
is recommended to use a DHCP server if available.

The NE has two modes of operation as described below.

Normal Mode

This mode is used for normal operation, allowing complete configuration
possibilities. The BR (yellow) LED is OFF when the NE is in Normal mode.

1-8seg00L/0k
=

8260

Figure 12 LEDs and BR button on the NPU1 B. For a full description of the
LEDs, see the MINI-LINK TN ETSI Indoor Installation Manual.

NPU Installation Mode

This mode is used for replacement of the NPU. The LCT will give the possibility
to download a new configuration file in order to restore the configuration.

Default user names and passwords are used for the NE and the FTP server,
see Section 9.1 on page 135 and Section 3.2.1.3 on page 20.

The NPU Installation mode is entered by inserting the NPU in an active NE
(only NPU1 B) and immediately pressing the BR button during NPU power up
(Fault (red), Power (green) and BR (yellow) LEDs on the NPU are ON). The
BR (yellow) LED will start flashing, indicating that the NE is in NPU Installation
mode. The NPU Installation mode is normally left as a result of the completed
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replacement procedure. However, the mode can always be left by pressing

the BR button.

The procedures of replacing the NPU is described in Section 10.7 on page
149 and Section 10.8 on page 151.

Starting the LCT

To start the LCT:

1. Do one of the following:
Then:

To connect:
Locally

Remotely

Make sure that the USB driver is installed on the
PC, see Section 3.2.3 on page 21.

Connect the USB cable between your PC and the
USB connector on the NPU.

Configure the PC to use a dynamic IP address
obtained from the DHCP server in the NE (it is also
possible to configure the PC to use the static IP
address 10.0.0.2). For more information on IP
addressing, see Section 3.3.4 on page 32.

Start a Web browser and make sure your browser
is configured not to use a proxy server. For more
information, see Section 3.3.5 on page 33.

In your Web browser, enter the URL
http://10.0.0.1.

In your Web browser, enter the URL to be used
during normal operation. The IP address is typically
found in the site documentation or on the information
plate of the NE.

2. In the Enter Network Password dialog box, type the user name and
password, and click OK. For more information see Section 9.1 on page 135.

3. A non-configured NE lacks a configuration a file and an installation wizard
will be provided for the initial setup, see Figure 13 on page 24. The initial
setup is described in Section 5 on page 49.

A configured NE will display a page like the one in Figure 14 on page 25.
From here you can perform all operations, for example configuration, see
Section 6 on page 59.

Should the NE be in NPU Installation mode, the LCT will give the possibility
to download a new configuration file in order to restore the configuration,
see Figure 15 on page 25. The procedures of replacing the NPU is
described in Section 10.7 on page 149 and Section 10.8 on page 151.

1/1543-CSH 109 32/1 Uen C 2005-10-07



MINI-LINK TN ETSI

TN-132-196-104-21 Radio Terminal Configuration

Installation Wizard

To start the configuration procedure from scratch,
perform Factory Setting.

To set up Radio Terminals:

---> Initial setting of MMU2 4-8 172

wwhen all necessary radio terminals are set up continue with either of:
Autornatic Confiquration
Manual Configuration

Figure 13 The Radio Terminal Configuration page

Molndal Alarms and Status

Network Element

u Status In Service

Units
1 PRI MMUZBrdi=30d 3

[NPUZL -,
MM Brdi=3ld z

. S

+1

o
Sl e

[ZARE]

Reload |

Figure 14 The Alarms and Status page for an AMM 2p

TN-127-0-0-1 Restore NPU Configuration

MPU Installation Mode

To restore the configuration of the NPU:

---> Download Configuration File
Finish Installation

Figure 15 The Restore NPU Configuration page
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Starting the LCT for NPU 8x2

This section describes how to start the LCT when working with an NPU 8x2.
The NE is accessed using an Ethernet connection.

Operation Modes

The NE can operate in different modes providing different functions when
working with the LCT. Below follows a short description of the different modes.

Node Installation Mode

This mode is used for initial setup of an NE, allowing a limited set of parameters
to be set. It is also used for some specific maintenance procedures. The NE

is accessed using a default IP address (10.0.0.1) and the PC (and the

FTP server on the PC) obtains a dynamic IP address (10.0.0.2) from a
DHCP server in the NE. This means that the PC should be configured to use
dynamic IP addressing. However, using the static IP address 10.0.0.2 on
the PC will also work.

Default user name and password are used for the NE and the FTP server, see
Section 9.1 on page 135 and Section 3.2.1.3 on page 20.

The Node Installation mode is entered by pressing the BR button on the

NPU 8x2 during NE power up, that is when the Fault (red), Power (green) and
BR (yellow) LEDs on the NPU 8x2 are ON. The BR (yellow) LED will then start
flashing, indicating that the NE is in Node Installation mode.

5 LED
< Symbols
(o]
O @ @

OFF  ON Flashing

6140

Figure 16  Entering Node Installation mode

When the initial setup is completed, the NE leaves Node Installation mode and
goes into Normal mode. However, the Node Installation mode can always be

left by pressing the BR button. An automatic save of the running configuration
is always performed, when leaving the Node Installation mode.

The initial setup is described in Section 5 on page 49.
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NPU Installation Mode

This mode is used for replacement of the NPU. The LCT will give the possibility
to download a new configuration file in order to restore the configuration.

The NE is accessed using a default IP address (10.0.0.1) and the PC (and
the FTP server on the PC) obtains a dynamic IP address (10.0.0.2) from a
DHCP server in the NE. This means that the PC should be configured to use
dynamic IP addressing. However, using the static IP address 10.0.0.2 on

the PC will also work.

Default user names and passwords are used for the NE and the FTP server,
see Section 9.1 on page 135 and Section 3.2.1.3 on page 20.

The NPU Installation mode is entered by inserting the NPU in an active NE and
immediately pressing the BR button during NPU power up (Fault (red), Power
(green) and BR (yellow) LEDs on the NPU are ON). The BR (yellow) LED will
start flashing, indicating that the NE is in NPU Installation mode. The mode is
also entered if the NPU 8x2 lacks a startup configuration file.

The NPU Installation mode is normally left as a result of the completed
replacement procedure. However, the mode can always be left by pressing
the BR button.

The procedure of replacing the NPU 8x2 is described in Section 10.6 on page
147.

Normal Mode

This mode is used for normal operation, allowing complete configuration
possibilities. The NE is accessed using the IP address to be used during normal
operation. It is typically found in the site documentation or on the information
plate of the NE. The PC uses a static or dynamic IP address, depending on
whether a DHCP server is used or not, and must be configured accordingly. It
is recommended to use a DHCP server if available.

The BR (yellow) LED is OFF when the NE is in Normal mode.
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6143

Figure 17 LEDs and BR button on the NPU 8x2. For a full description of the
LEDs, see the MINI-LINK TN ETSI Indoor Installation Manual.

To start the LCT while the NE is in:

Node/NPU Installation mode, see Section 3.3.2.2 on page 28.

Normal mode, see Section 3.3.2.3 on page 29.

3.3.2.2 Starting the LCT in Node/NPU Installation Mode

1.

28

Connect the Ethernet cable (twisted pair) between your PC and the
10/100BASE-T connector on the NPU 8x2.

Configure the PC to use a dynamic IP address obtained from the DHCP
server in the NE. For more information on IP addressing, see Section 3.3.4
on page 32.

Note: Itis also possible to configure the PC to use the static IP address
10.0.0.2.

Start a Web browser and make sure your browser is configured not to use
a proxy server. For more information, see Section 3.3.5 on page 33.

In your Web browser, enter the URL http://10.0.0.1.
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5. In the Enter Network Password dialog box, type the user name and
password, and click OK. For more information see Section 9.1 on page 135.

Figure 18 on page 29 shows an example of what will be displayed in your
browser when in Node Installation mode. The initial setup is described in
Section 5 on page 49.

Should the NE be in NPU Installation mode, the LCT will give the possibility
to download a new configuration file in order to restore the configuration,
see Figure 19 on page 29. The procedure of replacing the NPU 8x2 is
described in Section 10.6 on page 147.

kungalv5 Radio Terminal Configuration
Installation Wizard

To set up Radio Terminals:

---= Initial setting of SMUZ 154
Initial setting of MMIJZ 4-8 1/6
Initial setting of MMUZ 4-34 1/14
Initial setting of MMIJZ 4-18 1/15
Initial setting of MMUZ 4-8 1/16
Initial setting of MMUZ 4 1/17

Mext-=

Wwhen all necessary radio terminals are set up continue with either of:

Autormatic Configuration
Manual Configuration

Figure 18 The Radio Terminal Configuration page

TN-127-0-0-1 Restore NPU Configuration
NPU Installation Mode

To restore the configuration of the NPU:

---> Download Configuration File
Finish Installation

Figure 19 The Restore NPU Configuration page

3.3.23 Starting the LCT in Normal Mode

1. Connect the Ethernet (twisted pair) cable between your PC and the
10/100BASE-T connector on the NPU 8x2.
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Make sure the PC is properly configured regarding the use of DHCP server.
The configuration defines whether dynamic or static IP addressing should
be used. It is recommended to use a DHCP server if available. For more
information on IP addressing, see Section 3.3.4 on page 32.

Start a Web browser and make sure your browser is configured not to use
a proxy server. For more information, see Section 3.3.5 on page 33.

Find out the IP address of the NE, typically from the site documentation
or on the information plate of the NE and enter the URL http://<1P
address>.

In the Enter Network Password dialog box, type the user name and
password, and click OK. For more information see Section 9.1 on page 135.

Figure 20 on page 30 shows an example of what will be displayed in
your browser: From here you can perform all operations, for example
configuration, see Section 6 on page 59.

Metwork Element

Units

Reload

A Status In Service

FAU1

Lndd
g lndN

0965 LML
0965 LML
FOsacmiNIN
PO ZmNIN

=y
==

Z 34 5 -] 7 g 9 10 11 12 13 14 15 1e 17 13 19 zZo 21

Figure 20 The NE Alarms and Status page for an AMM 20p

3.3.3 Starting the LCT for ATU (B)

This section describes how to start the LCT when working with an ATU (B).
The NE is accessed locally using a USB connection and a default IP address
(10.0.0.1). The PC (and the FTP server on the PC) obtains a dynamic IP
address (10.0.0.2) from a DHCP server in the NE. This means that the PC
should be configured to use dynamic IP addressing.

30
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To start the LCT:

1. Make sure that the USB driver is installed on the PC, see Section 3.2.3
on page 21.

2. Connect the USB cable between your PC and the USB connector (O&M)
on the ATU (B).

3. Configure the PC to use a dynamic IP address obtained from the DHCP
server in the NE. For more information on IP addressing, see Section 3.3.4
on page 32.

Note: Itis also possible to configure the PC to use the static IP address
10.0.0.2.

4. Start a Web browser and make sure your browser is configured not to use
a proxy server. For more information, see Section 3.3.5 on page 33.

5. In your Web browser, enter the URL http://10.0.0.1.

6. Inthe Enter Network Password dialog box, type the user name and
password, and click OK. For more information see Section 9.1 on page 135.

7. A non-configured NE lacks a configuration a file and an installation wizard
will be provided for the initial setup, see Figure 21 on page 31. The initial
setup is described in Section 5 on page 49.

A configured NE will display a page like the one in Figure 22 on page 31.
From here you can perform all operations, for example configuration, see
Section 6 on page 59.

TN-132-196-104-28 Radio Terminal Configuration

Installation Wizard

To start the configuration procedure from scratch,
perform Factory Setting.

To set up Radio Terminals:

---> Initial setting of ATU MMUZ 12

when all necessary radio terminals are set up continue with either of:
Autornatic Confiquration
Manual Configuration

Figure 21  The Radio Terminal Configuration page
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TN-132-196-104-20 Alarms and Status

Network Element

A Status In Service

ATU 4

AMUSNPU AnUMMU2 —@

Feload |

Figure 22 The Alarms and Status page for an ATU (B)

Configuring IP Addressing

Your PC can be configured to obtain a dynamic IP address from a DHCP
server. Without the use of a DHCP server, only a static IP address can be

u

sed. Follow the instructions in the section that apply to your operating system.

Configuring IP Addressing in Windows 2000

To configure for static IP addressing:

1.

2.

6.

7.

On the Start menu, click Control Panel.
In Control Panel, double-click Network and Dial-up Connections.

In the Network and Dial-up Connections folder, right-click the connection
to be used and click Properties on the shortcut menu.

In the Connection Properties dialog box, select Internet Protocol
(TCP/IP) and click Properties.

In the Internet (TCP/IP) Properties dialog box, select Use the following
IP address.

Type IP Address and Subnet Mask.

Click OK.

To configure for dynamic IP addressing:

1.

2.

3.

On the Start menu, click Control Panel.
In Control Panel, double-click Network and Dial-up Connections.

In the Network and Dial-up Connections folder, right-click the connection
to be used and click Properties on the shortcut menu.
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4. In the Connection Properties dialog box, select Internet Protocol
(TCP/IP) and click Properties.
5. In the Internet (TCP/IP) Properties dialog box, select Obtain an IP
address automatically.
6. Click OK.
3.34.2 Configuring IP Addressing in Windows XP

To configure for static IP addressing:

1.
2.
3.

5.
6.

On the Start menu, click Control Panel.
In Control Panel, double-click Network Connections.

In the Network Connections folder, right-click the connection to be used
and click Properties on the shortcut menu.

In the Connection Properties dialog box, select Use the following IP
address.

Type IP Address and Subnet Mask.
Click OK.

To configure for dynamic IP addressing:

1.

On the Start menu, click Control Panel.

2. In Control Panel, double-click Network Connections.
3. Inthe Network Connections folder, right-click the connection to be used
and click Properties on the shortcut menu.
4. In the Connection Properties dialog box, select Obtain an IP address
automatically.
5. Click OK.
3.35 Configuring Internet Explorer Not to Use a Proxy Server

This section describes how to configure your browser not to use a proxy server.

To configure Internet Explorer:

1.

2
3.
4

On the Tools menu, click Internet Options.
In the Internet Options dialog box, click the Connections tab.
Click LAN Settings.

In the Local Area Network (LAN) settings dialog box, clear the Use a
proxy server check box and click OK.
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Uninstalling Software

The following should be uninstalled if you want to remove all LCT related
software from the PC:

» BulletProof FTP server, see Section 3.4.1 on page 34.

*  MINI-LINK Service Manager (MSM), see Section 3.4.2 on page 34.
+ USB driver, see Section 3.4.3 on page 34.

* Load modules Section 3.4.4 on page 34.

Uninstalling BulletProof FTP Server
To uninstall the FTP server:

1. On the Start menu, point to Programs—BulletProof FTP Server and
then click Uninstall.

2. Follow the instructions on the screen.
Uninstalling MINI-LINK Service Manager (MSM)

Uninstall MSM according to the MSM Installation Guide.

Uninstalling USB Driver
To uninstall the USB driver:

1. Connect the USB cable between your PC and the USB connector on the
NPU or ATU (B).

2. Remove the USB hardware device using the Control Panel. This is
described in detail in the file C:\Program Files\Ericsson\USBLAN
\readme. txt.

3. Uninstall USBLAN, by double-clicking the file C:\Program
Files\Ericsson\USBLAN\uninstall.exe.

4. Do a manual file search for erblan* and delete the files found.
Uninstalling Load Modules
To uninstall load modules.

1. Start Windows Explorer and locate the <drive:>\tn ftp home\tn
system release\ml tn software folder.

2. Select a folder containing load modules or a specific load module, right-click
and then click Delete.
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This section describes the basics of how to work with the EEM.

4.1

User Interface Overview

Figure 23 on page 35 shows the different parts of the EEM user interface. The
main frame displays information on different pages, further described in Section
11 on page 157. The other parts are described in the following sections.
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Figure 23  EEM user interface
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4.2 Navigation Tree

The Navigation Tree is used to locate entities of different types, that is the NE,
plug-in units, interfaces and ports. It is only available in Normal mode.

Akungalvs
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Figure 24  The Navigation Tree

Each entity is displayed with an icon and name. Entities that contain
sub-entities, for example a plug-in unit that contains interfaces, are displayed
with a plus-sign in front of its icon. When the plus-sign or the icon is clicked the
entity is expanded and the sub-entities are displayed.

The NE is located at the top of the tree and the plug-in units are located
below. A plug-in unit can contain interfaces and/or ports in different structures
depending on the unit type and the current configuration of the unit. An
interface can contain higher layer interfaces. In this case the interface icon has
a plus-sign that displays the higher layer interfaces when selected.

4.3 Menus

The functionality of the EEM is represented by pages reached by clicking
menu commands. The menus change dynamically depending on what type of
entity (plug-in units, interfaces etc.) you have selected in the Navigation Tree.
Different menus are provided depending on the NE’s mode of operation. A
dimmed menu indicates a non-available function for the selected entity.

4.3.1 Menus in the Installation Wizard

An installation wizard for the initial setup is provided in the following cases:

* A non-configured NPU2/NPU1 B NE or ATU (B). The wizard will also be
available when the initial setup is finished.
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« An NPU 8x2 NE in Node Installation mode.

The menu commands are described below.

| Butarnatic Configuration | Manual Configuration Help

Figure 25 Menus in the installation wizard

+ Configuration — Displays a menu with configuration commands.

- Radio Terminal Configuration — Opens the Radio Terminal
Configuration page, providing a guide for initial configuration of Radio
Terminals, see Section 11.1 on page 158.

- Automatic Configuration — Opens the Automatic Configuration
page, providing a guide for initial configuration of the NE using a
configuration file, see Section 11.2 on page 159. This always includes
configuration of security, DCN and system parameters. Depending
on the contents of the configuration file, it could also include the
configuration of plug-in units and interfaces.

- Manual Configuration — Opens the Manual Configuration
page, providing a guide for configuration of the NE without using
a configuration file, see Section 11.3 on page 160. This includes
configuration of security, DCN and system parameters.

- Exit Wizard — Exits the installation wizard.
* Tools — Displays a menu with miscellaneous commands.

- Change Password — Opens the Change Password page, where you
can change the passwords for the control_user and view_user, see
Section 11.8 on page 165.

- Emergency Fallback — Opens the Emergency Fallback page, where
you can activate the previous NPU software release, see Section 11.9
on page 166.

- Factory Setting — Opens the Factory Setting page, where you can
delete an existing configuration file and revert the NE to factory setting,
see Section 11.11 on page 168. Only available if there is an existing
configuration file.

- Help Setup — Opens the Help Setup page, where you can specify the
location of the Help file, see Section 11.90 on page 279.

+ Help — Displays information on the functions available on a specific page.
Available on all menus.
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Menus in NPU Installation Mode

The menu commands in NPU Installation mode are described below.

Configuration

Restare NPU Configuration

Figure 26 Menus in NPU Installation mode

Configuration — Displays a menu with configuration commands.

- Restore NPU Configuration — Opens the Restore NPU
Configuration page, providing a guide to restore the NPU, see Section
11.14 on page 171.

Tools — Displays a menu with miscellaneous commands.

- Help Setup — Opens the Help Setup page, where you can specify the
location of the Help file, see Section 11.90 on page 279.

Help — Displays information on the functions available on a specific page.
Available on all menus.

Menus in Normal Mode

The menu commands in Normal mode are described below. The available
commands on a menu depend on the selected entity.

Configuration Security

Figure 27  Menus in Normal mode

Fault — Displays a menu with fault commands.

- Alarms and Status — Opens an Alarms and Status page for an
entity, where you can view alarm and status information. See for
example Section 11.115 on page 320.

- Alarm List — Opens the Alarm List page, where you can view all
active alarms for the NE, a unit or interface, see Section 11.133 on
page 349.

- Event Log — Opens the Event Log page for the NE, where you can
access alarm and event information in the Event Log, see Section
11.134 on page 351.

- Error Log — Opens the Load Error Log page, where you can load an
Error Log from the NE to the FTP server, see Section 11.135 on page
353. It is also possible to delete the Error Log.

- DCN — Opens the Ethernet/LAN Status page for the NE, where you
can view the status of the Ethernet interface, see Section 11.94 on
page 287. From this page you can also reach other pages displaying
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DCN related status parameters, see Section 11.96 on page 290 to
Section 11.107 on page 309.

Ethernet Bridge — Opens the Ethernet Bridge Status page, where
you can view the status of the Ethernet Bridge implemented in the
NPU2 and ATU (B), see Section 11.92 on page 282.

Activities — Opens the Activities page, where you can view the
status of software upgrade, loops and BERTs in the NE, see Section
11.136 on page 354.

* Configuration — Displays a menu with configuration commands.

Configuration — Opens a Configuration page, where you can
configure an entity. See for example Section 11.33 on page 194.

Traffic Routing — Opens the Traffic Routing Select Interfaces
page for the NE, where you set up traffic routing for E1 interfaces,
see Section 11.56 on page 230.

1+1 E1 SNCP — Opens the 1+1 E1 SNCP Select Interfaces page for
the NE, where you can create SNCP protections for E1 interfaces,
see Section 11.62 on page 239.

Basic NE — Opens the Basic NE Configuration page, where you can
specify general NE parameters, see Section 11.15 on page 172.

DCN — Opens the Ethernet/LAN/Servers Configuration page for the
NE, where you can specify parameters for Ethernet communication and
DCN servers, see Section 11.16 on page 174. Other pages for DCN
configuration are accessible from this page.

Load Configuration — Opens the Load Configuration page for
the NE, where you can upload and download configuration files, see
Section 11.87 on page 275.

Ethernet Bridge — Opens the Ethernet Bridge Configuration page,
where you can set the number of E1s to be used for transmission of
Ethernet traffic, see Section 11.30 on page 191.

Installation Wizard — Opens the installation wizard for an
NPU2/NPU1 B or ATU (B) NE, see Section 4.3.1 on page 36.

All E1 Configuration — Opens the All E1 Configuration page for
a plug-in unit with E1 interfaces, see Section 11.52 on page 225.
The page is used to configure all E1 interfaces on the plug-in unit
simultaneously.

All VC-12 Configuration — Opens the All VC-12 Configuration
page, where you can configure all VC-12 interfaces on the LTU 155
simultaneously, see Section 11.48 on page 220.
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Protection — Opens the SWITCH Protection page, where you can
configure the protection of a Radio Terminal, see Section 11.43 on
page 211.

Reset — Opens the Reset Configuration page, where you can reset
the configuration of a Radio Terminal with MMU2 B/C to default values,
see Section 11.40 on page 208.

Restore — Opens the Restore Configuration page, where you can
restore configuration of a Radio Terminal with MMU2 B/C, see Section
11.41 on page 209.

Performance — Displays a menu with performance commands.

Performance — Opens a Performance page, where you can view
performance data for an interface. See for example Section 11.145
on page 371.

Power — Opens the Power page, where you can view input and output
power performance data for the RF interface on the RAU, see Section
11.149 on page 377.

Security — Displays a menu with security commands.

Security — Opens the Security page for the NE, where you set
security parameters, see Section 11.151 on page 380.

Tools — Displays a menu with miscellaneous commands.

Report — Opens the Report page for the NE, where you can generate
a configuration and inventory report, see Section 11.74 on page 257.

Loops — Opens the Loops page where loops can be set on interfaces
for fault localization. This page can be opened on unit or interface
level, see Section 11.138 on page 357. It also possible to select Loops
on NE level, opening a page with links to unit and interface level, see
Section 11.137 on page 356.

Inventory — Opens the Inventory page for the NE, where hardware
and software inventory data is displayed, see Section 11.72 on page
255.

Restart — Opens the Restart page, where you can restart the NE or a
plug-in unit, see Section 11.89 on page 278.

Test — Opens the Test page, where you can start a BERT on an E1
interface for performance evaluation, see Section 11.150 on page 378.
The page can be opened for an NE, E1 interface or a plug-in unit that
contains an E1 interface.

Software Upgrade — Opens a wizard, where you can upgrade the

NE with a new baseline or specific load modules, see Section 11.76
on page 260 and Section 11.77 on page 262.
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- Help Setup — Opens the Help Setup page, where you can specify the
location of the Help file, see Section 11.90 on page 279.

+ Help — Displays information on the functions available on a specific page.
Available on all menus.

Status Bar

The Status Bar gives a summary of all alarms and is found at the bottom of all
pages. It also displays additional information as described in Table 2 on page
41. The Status Bar is automatically updated every tenth second.

Note:

Figure 28 The Status Bar

2000-01-07 04:10:23

If the Status Bar is not displayed properly, the page must me refreshed.

control_user

Table 2  Status Bar information

Activities

Item Description
Red field Displays the number of alarms with severity Critical.
[ o | Clicking the field opens the Alarm List page displaying all
alarms with this severity, see Section 11.133 on page 349.
Orange field Displays the number of alarms with severity Major. Clicking
1 the field opens the Alarm List page displaying all alarms
with this severity, see Section 11.133 on page 349.
Yellow field Displays the number of alarms with severity Minor. Clicking
o the field opens the Alarm List page displaying all alarms
with this severity, see Section 11.133 on page 349.
Blue field Displays the number of alarms with severity Warning.
Clicking the field opens the Alarm List page displaying all
alarms with this severity, see Section 11.133 on page 349.
Activities Opens the Activities page, where you can view the status

of loops, BERTs and software upgrade in the NE, see
Section 11.136 on page 354.

Date and time

2001-11-13 10:11:02

The date and time of the last notification. The background
color depends on the severity of the last notification.

Confirm

Indicates the time left before the NE reverts to the last
saved configuration. Clicking the field will allow you to
confirm the configuration of some specific DCN related
parameters. A pop-up dialog is displayed when there are
3, 2 and 1 minutes left.

Only available if you are logged on as control_user.

For more information, see Section 4.5 on page 42.
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Item Description

User name Displays the user name currently logged on.
control_user

Clock The date and time kept by the NE timer.
2003-01-17 11:25:33

Confirm Button

Configuration of parameters that could lead to loss of a DCN channel, for
example change of IP address, need to be confirmed. The confirmation is made
automatically if an NE generated ping command to the EEM PC is successful.
Otherwise, the confirmation must be done manually. This is done using the

Confirm button M, displayed in the upper right-hand corner on a page.
The button is only displayed in Normal mode.

The Status Bar indicates the remaining time and warnings will be issued when
time is running out.

Caution!

If you do not confirm your configurations within 15 minutes, the NE will make
a warm restart, restoring the saved configurations, and your unconfirmed
changes will be lost.

Note: The contact with the Web server in the NE will be lost during the restart.

Using the Help

The Help provides on-screen information about the user interface as well as
working instructions. Information on a specific page is accessed by clicking
Help on a menu.
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3 MINI-LINK TN ETSI - Microsoft Internet Explorer — 0o ll
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Figure 51 The Modify 0SPF Area page
= Net Address - The IP address of the subnet that is assigned the corresponding
area ID.
Subnet Mask - The netmask of the subnet.
Area ID - The OSPF area of the subnet,
Area Type - The type of OSPF area.

OK - Updates the OSPF area and returns to the OSPF Area Configuration page,

see Section 11.21. v
. | _>l_I
‘@ ’7‘ | Local inkranet v

Figure 29  Help window

The Help file can be located on a PC or on a Web server. It is available on the
MINI-LINK Service Software CD (LZY 214 2358/1) or on the internal Ericsson
web. The help file is named 19089-EN LZN7120177.<version>.zip Or
similar and should be unpacked preserving the internal directory structure.

To install the Help on the local drive:

1. Extract the file to C:\.

Note: Make sure the internal directory structure is preserved. When
using WinZip, the Use folder names check box must be selected
in the Extract dialog box.

2. The help file will be unpacked with the following path: C:\MINI-LINK\Do
cumentation\TN help\ETSI <revision>\help.html

When installing the Help file on a web server, C: is replaced by <URL>.

To be able to access the Help, the location of the file must be pointed out.
The location is saved as a cookie in your browser, one for each NE, but it
is sometimes necessary to do a new setup, for example if a new version is
available.

To set up the Help:

1. On the Tools menu, click Help Setup.
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2. On the Help Setup page, do one of the following:

» To access the Help from the PC, click Insert default local path and add
ETSI <revision>/help.html.

» To access the Help from a Web server, select Insert default server
path and add ETSI <revision>/help.html.

3. Click Apply.

Note: If the Help cannot be accessed, make sure that cookies are enabled
in your browser and that you have typed the correct path or URL.

Note: A security feature in Internet Explorer 6 SP1 sometimes denies
the browser to access the Help file on your PC. Should this
occur do the following in your browser: Click Tools->Internet

Options->Security and add http://<IP address of the NE>
as a “Trusted Site”.

Naming Principles

This section describes the principles used to denote the NE, plug-in units,
ports and interfaces.

Naming of the NE

The NE name is specified in the Name box on the System Configuration
page, see Section 11.15 on page 172. The name is used for example to denote
the root in the Navigation Tree.

Naming of Physical Entities

Physical entities in the AMM are named as: Name + Magazine/Position/Port.

For example an NPU 8x2 in position 11 in an AMM 20p gives the following
names:

*  NPU 8x2 1/11 for the plug-in unit.
» User Input 1/11/1A for User Input port A on connector 1 on the plug-in unit.
 E11/11/2A for E1 port A on connector 2 on the plug-in unit.

An RAU is denoted in accordance with the MMU it is connected to. For example
an RAU 1/6.1 is connected to an MMU2 4-34 1/6.
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4.7.3 Naming of Interfaces

Interfaces are named as: Name + Magazine/Position/Port + Hierarchy Number,
where:

* Magazine/Position/Port denotes the port to which the interface is connected.

»  Hierarchy Number, comprising up to three digits, is used when applicable
according to the following principles:

- Itis not used when there is one-to-one mapping between the interface
and the port:

 E1 1/11/2A denotes the E1 interface on the port with the same
name.

*  MS/RS, MSP and VC-4 are denoted identical to the STM-1 port on
the LTU 155. For example MS/RS 1/4/1 on an LTU 155 1/4.

* RAU IF 1/6/1 denotes the radio interface on the MMU2 4-34 1/6.
- Itis used to denote contained interfaces as in the following examples:

 The radio interface RAU IF 1/6/1 contains an E3 1/6/1 1 and an
E1 1/6/1 2.

e E3 1/6/1 1 contains four E2 interfaces denoted E2 1/6/1 1.1,
E2 1/6/1 1.2 etc.

e E2 1/6/1 1.1 contains four E1 interfaces denoted E71 1/6/1 1.1.1,
E1 1/6/1 1.1.2 etc.

- VC-12 are denoted using standard SDH KLM numbering. For example
VC-4 1/2/1 contains VC-12 1/2/1 a.b.cwhere 1<a<3,1<b<7and
1<c=<3.

- An s at the end of the hierarchy number indicates an E1 over a VC-12.
For example E1 1/8/1 1.2.3s over VC-12 1/8/1 1.2.3.

The following principles also apply:

» For a protected (1+1) Radio Terminal with SMU2, the interfaces below
the two radio interfaces are denoted in accordance with the identity of the
SMU2. For example:

- Aterminal comprises MMU2 4-34 1/6, MMU2 4-34 1/7 and SMU2 1/8.
The radio interfaces are denoted RAU IF 1/6/1 and RAU IF 1/7/1. The
active RAU IF 1/6/1 holds the SWITCH 1/8/1 interface. A contained E3
interface is denoted E3 1/8/1 1 below both radio interfaces.

* RFindicates the RAU’s interface with an antenna. For example RF 1/6.1/1
in an RAU 1/6.1 connected to an MMU2 4-34 1/6.
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The name of the protected E1 interface in a 1+1 E1 SNCP protection ends
with an asterisk (*). Furthermore, the protected E1 interface inherits the
name of the first of the two unprotected E1s. For example:

- The unprotected E1 1/3/4A and E1 1/3/3C interfaces are used to create
the protected E1 1/3/4A* interface.

MSP protection follows the same principle as 1+1 E1 SNCP protection.
For example:

- The MS/RS 1/4/1 and MS/RS 1/5/1 interfaces are used to create the
protected MSP 1/4/1* interface. The asterisk is propagated to all
contained interface names.

A PPP interface over an E1 gets the same name as the E1.

The two PPP interfaces in a Radio Terminal are named for example
1/4/1 SC1 and 1/4/1 SC2.

The PPP interfaces over STM-1 are named for example 1/5/1 MS:D4-6,
1/5/1 MS:D7-9, 1/5/1 MS:D10-12 or 1/5/1 RS:D1-3.

An ML-PPP interface is named <near end IP address> - <far
end IP address>.

The HDLC interface is named according to the near end MAC address,
for example 00:80:37:89:89:89 - IM.

The IM interface gets the name according to its server E1, for example
IM 1/2/1 1.1.
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EEM Troubleshooting

This section contains descriptions of potential EEM related problems that could
occur and instructions how to solve them.

Graphical Layout Problems in the Browser

After a software upgrade, there is a possibility that the browser experiences
some graphical layout problems, for example wrong background color for the
menu, wrong tree icons or plug-in unit pictures. This behavior is caused by the
caching mechanism of the browser, often Internet Explorer 5.5 and 6. To solve
this problem you have to clear the cache file of the browser.

To clear the cache file in Internet Explorer:
1. On the Tools menu, click Internet Options.
2. In the Internet Options dialog box, click Delete Files.

3. Inthe Delete Files dialog box, select the Delete all offline content check
box and click OK.

MSM Launch Failure

MSM 6.4 or later must be installed on the PC in order to completely manage a
Radio Terminal with MMUZ2. During the installation an association is created
making it possible to launch MSM from the EEM.

Should the launch of MSM fail displaying an error message similar to Error
opening file C:\DOCUMENTS AND SETTINGS\ADMINISTRATOR\LOCAL
SETTINGS\TEMPORARY INTERNET FILES\CONTENT.IE5\O5QNCPYN\TES
T[1] .mxm, you have to delete the temporary Internet files on your PC.

Should the launch of MSM otherwise fail, reinstall MSM according to the
instructions in MSM Installation Guide.
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3 Initial Setup

This section describes the initial setup performed during the installation of a
new NE. The initial setup is done following an installation wizard presented
in the following cases:

* A non-configured NPU2/NPU1 B NE or ATU (B) when connected with an
USB cable. You can exit the wizard at any time by clicking Exit Wizard
on the Configuration menu. The wizard will also be available when the
initial setup is finished.

e An NPU 8x2 NE in Node Installation mode.

The initial setup includes two major steps:

* Radio Terminal Configuration, see Section 5.1 on page 49.

»  Configuration of NE Parameters, that is security, DCN, and system
parameters. This can be done in two ways:

- Automatic Configuration using a configuration file, see Section 5.2 on
page 53.

- Manual Configuration without using a configuration file, see Section
5.3 on page 54.

When the initial setup is completed the configuration is continued in Normal
mode, see Section 6 on page 59.

5.1 Radio Terminal Configuration

The Radio Terminal configuration in the installation wizard is a part of the
hardware installation procedure in order to establish communication over a
hop. As a minimum, the Radio Terminals used for DCN communication must
be configured at this stage. The DCN is a requirement for remote configuration
of the NE after the installation. For more information on DCN configuration,
see Section 6.10 on page 85.

The Radio Terminal configuration is started indoors with a station radio cable
connecting the MMU and the RAU. For further instructions, see MINI-LINK TN
ETSI Indoor Installation Manual or ATU Installation Instruction.

The procedure for configuration of the Radio Terminal depends on the MMU
type:
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»  Configuring a Radio Terminal with MMUZ2 or ATU (B), see Section 5.1.1

on page 50.
» Configuring a Radio Terminal with MMU2 B/C, see Section 5.1.2 on page
51.
51.1 Configuring a Radio Terminal with MMU2 or ATU (B)

Note: For NPU2/NPU1 B NE and ATU (B), you can exit the wizard at any time
by clicking Exit Wizard on the Configuration menu.

To configure a Radio Terminal with MMU2:

1. On the Radio Terminal Configuration page, click Next until Initial setting
of MMU2 ... appears as a link for the unit you want to configure, and
then click the link. For a protected (1+1) terminal any of the two MMU2s
can be selected.

2. On the MMU2 Configuration page, under Protection Mode, select one
of the following:

* Prepare for 1+0 configuration, for a 1+0 terminal.
* Prepare for 1+1 configuration, for a 1+1 terminal.

Click Apply. The page is reloaded and displays information about
administrative status and notifications for the unit.

Note: The 1+1 configuration is only possible if the units are placed in
adjacent AMM positions according to specifications in MINI-LINK
TN ETSI Indoor Installation Manual.

Note: This step is not applicable for ATU (B).

For each unit, select In Service and clear the Enable check box.

Click Apply.

Click Perform AM Setup and Hop Setup.

o o &~

In MSM, perform an AM and Hop Setup. Follow the instructions in MSM
User Guide or MSM online Help. Exit MSM when finished.

7. On the MMU2 Configuration page , select the Enable check box for all
units in the Radio Terminal and click Apply.

8. Repeat the procedure if more terminals should be configured.
This procedure is followed by outdoor equipment installation, indoor and
outdoor radio cabling, and antenna alignment. Follow the instructions in

MINI-LINK TN ETSI Indoor Installation Manual or ATU Installation Instruction,
and MINI-LINK TN, MINI-LINK HC, MINI-LINK E Outdoor Installation Manual.
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The initial setup is finished by the configuration of NE parameters, that is
security, DCN and system parameters. This can be done in two ways:

Automatic Configuration using a configuration file, see Section 5.2 on
page 53.

Manual Configuration without using a configuration file, see Section 5.3
on page 54.

5.1.2 Configuring a Radio Terminal with MMU2 B/C

Note: To configure a protected (1+1) terminal, you must first configure two

temporary unprotected (1+0) Radio Terminals, one for each MMU that
will be part of the final protected terminal.

You can then go Back in the wizard and create a protected terminal
by changing the protection mode of the MMU in the lower position to
1+1. Optionally, you can exit the wizard and then create the protected
terminal as described in Section 6.4.2 on page 64.

To be able to configure a protected terminal, the following conditions
apply:

»  The MMUs must be placed in adjacent AMM positions according to
specifications in MINI-LINK TN ETSI Indoor Installation Manual.

* Both of the temporary terminals must be configured to use the
same traffic capacity, modulation method, and identity.

* For 1+1 Hot configurations, both RAUs must have the same
frequency.

* For 1+1 Work configurations, both RAUs must have different
frequencies.

Note: For NPU2/NPU1 B NE and ATU (B), you can exit the wizard at any time

by clicking Exit Wizard on the Configuration menu.

To configure a Radio Terminal with MMU2 B/C:

1.

o > 0N

On the Radio Terminal Configuration page, click Next until Initial setting
of MMU2 B/C [...] appears as a link for the unit you want to configure,
and then click the link.

Click Perform MMU2 B/C [...] to open the MMU2 B/C Configuration page.
Under ID, type the identity of this Radio Terminal in the Near End box.

If this terminal should send naotifications, select the Notifications check box.

If an alarm should be generated when the received traffic originates from
the wrong far-end, type the expected far-end identity in the Far End box,
and select the Radio ID Check check box.

Under Traffic Capacity, select the wanted traffic capacity.
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7. Under Protection Mode, select the wanted protection mode.
Note: If you are creating a temporary unprotected terminal, select 1+0.
8. Click Apply to set the protection mode.

9. Under BER Alarm Threshold, select the threshold for generating BER
alarms.

10. Under Modulation, select the wanted modulation method.

11. Under MMU2 B/C <ID>, select all check boxes.

12. Click Apply, then click Next.

13. Click Perform RAU [...] to open the RAU Configuration page.

14. Under Near End Radio Terminal <ID>, select all check boxes.

15. Under RAU <ID>, type the transmit frequency in the Tx Frequency box.
16. Select the Transmitter On check box.

17. In the Tx Attenuator box, type the value of the fixed attenuator (if used).

18. In the Output Power Mode list, select how the output power is to be
controlled.

Note: The ATPC option is only available when all units in the radio link
support ATPC. Click Show ATPC Capabilities to see which units

support ATPC.
19. Do one of the following:
If Then
RTPC is selected type the Output Power value.
ATPC is selected type the Max Output Power and
Target Input Power (far-end)
values.

20. In the RF Input Alarm Threshold box, type the threshold for generating
RF Input Threshold alarms.

21. Click Apply, then click Next.

22. If you have configured a protected terminal, click Perform Protection
Configuration to open the SWITCH Protection page.

23. Configure the protection as described in Section 11.43 on page 211.
24. Click Apply, then click Next.
25. Click Next.
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26. Repeat this procedure if more terminals should be configured.

Note: When you have configured the two temporary unprotected
terminals, you can go Back in the wizard and create a protected
terminal by changing the protection mode of the MMU in the lower
position to 1+1.

This procedure is followed by outdoor equipment installation, indoor and
outdoor radio cabling, and antenna alignment. Follow the instructions in
MINI-LINK TN ETSI Indoor Installation Manual or ATU Installation Instruction,
and MINI-LINK TN, MINI-LINK HC, MINI-LINK E Outdoor Installation Manual.

The initial setup is finished by the configuration of NE parameters, that is
security, DCN and system parameters. This can be done in two ways:

* Automatic Configuration using a configuration file, see Section 5.2 on
page 53.

»  Manual Configuration without using a configuration file, see Section 5.3
on page 54.

Automatic Configuration of NE Parameters

This section describes the configuration of NE parameters, using a
configuration file. This always includes configuration of security, DCN and
system parameters. The configuration file could also include the configuration
of plug-in units and interfaces.

The configuration files are located in the <drive:>\tn ftp home\tn backu
p_configuration folder on the FTP server. A configuration file is named
<hostname>.cfg where <hostnames is typically the name or IP address of an
NE. The file extension .cfg.old is used when a configuration file is uploaded
using a file name that already exists.

Note: For NPU2/NPU1 B NE and ATU (B), you can exit the wizard at any time
by clicking Exit Wizard on the Configuration menu.

To configure the NE parameters automatically:
1. On the Configuration menu, click Automatic Configuration.

2. On the Automatic Configuration page, click Download Configuration
File.

3. On the Load Configuration page, type the File Name and then click
Apply.
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5.3

54

On the Load Configuration Progress page, click Update
Progress until the download is finished. If the configuration

file requires new software to be loaded, this will be done
automatically. This requires that the software is present in the
<drive:>\tn_ftp home\tn system release\ml tn software
folder.

A progress bar displays the progress of the software upgrade. When the
download and software upgrade is finished, the NE will make a warm
restart. After the restart you can continue with the configuration of the
plug-in units and their interfaces, see Section 6 on page 59.

For an NPU 8x2 the following also applies:

After the restart it will run in Normal mode. The IP address of the NE is
changed during the automatic configuration. To start the LCT in Normal
mode you have to enter the URL http://<IP address>where |P address
is typically found in the site documentation or on the information plate of the
NE. See also Section 3.3.2.3 on page 29.

Manual Configuration of NE Parameters

This section describes the configuration of the NE parameters, without using
a configuration file. This includes configuration of security, DCN and system
parameters.

Note: Make sure the Radio Terminals which will carry DCN are up and that

the antennas are aligned before starting this procedure, see Section
5.1 on page 49.

Note: The procedure below may contain steps not applicable to your

configuration.

Note: For NPU2/NPU1 B NE and ATU (B), you can exit the wizard at any time

by clicking Exit Wizard on the Configuration menu.

To configure the NE parameters manually:

1.

On the Configuration menu, click Manual Configuration.

Performing a Local Software Upgrade

2.

On the Manual Configuration page, click Perform Software Upgrade.
If a software upgrade is not required click Next and continue to Step 8
on page 55.

On the Software Upgrade — Installation Wizard page, under Desired
Baseline, enter the Product Number and Release of the new baseline.
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Click Start Upgrade. The Upgrade Progress — Baseline page monitors
the download of the new software. The page is refreshed every fifth
second. When all load modules have been correctly received, the baseline
gets status Upgrade Finished and the Activate button appears.

Click Activate. When the activation is done, the Confirm New System
Configuration page is displayed.

Note: You can check if the restart is finished by refreshing the page in
your browser. While the Web server is down you will get an error
message.

Click Confirm. The new baseline is now the active software in the NE.

Note: If you do not confirm the new software configuration within 15
minutes of the restart, a new restart will occur and the NE will revert
to the previous software configuration.

Click Next.

Setting Passwords

8.
9.

10.

On the Manual Configuration page, click Configure Basic Security.

On the Security page, under Set control_user and Set view_user, type
Password and Confirm Password and then click Apply.

Click Next.

Configuring Basic NE Parameters

11.
12.

13.

14.

15.

16.

17.
18.

On the Manual Configuration page, click Configure Basic NE.

On the Basic NE Configuration page, under Basic NE Data, type t